
Security teams face increasing challenges from lack of visibility, complex solutions and
sophisticated attacks. CrowdStrike integrations with AWS solutions can help provide:

ENHANCED VISIBILITY
Continuous and 

comprehensive AWS 
workload monitoring, 

including container visibility, 
ensuring nothing is missed 
and stealthy attacks can be 

stopped

BREACH PROTECTION
Protect against breaches 

with unparalleled 
coverage. Defend AWS 

workloads against threats 
from malware to the most 

sophisticated attacks

REDUCED OVERHEAD
Reduces the overhead, 
friction and complexity 

associated with 
protecting AWS cloud 

workloads

AUTOMATED SECURITY
Enable cloud security to 

keep up with the dynamic 
and flexible nature of AWS 

workloads

All available on AWS Marketplace, a curated digital software catalog that 
helps you find, test, buy, and provision software and data products

Securing cloud workloads with CrowdStrike and AWS

CrowdStrike and AWS help provide complete security for the cloud 
through a commitment to the Shared Responsibility Model 

Strengthen security and compliance with CrowdStrike and AWS 

CUSTOMER DATA

SOFTWARE

HARDWARE/AWS GLOBAL INFRASTRUCTURE

PLATFORM, APPLICATIONS, IDENTITY & ACCESS MANAGEMENT

OPERATING SYSTEM, NETWORK & FIREWALL CONFIGURATION

CLIENT-SIDE DATA 
ENCRYPTION & DATA 

INTEGRITY AUTHENTICATION

SERVER-SIDE 
ENCRYPTION (FILE 

SYSTEM AND/OR DATA)

NETWORK TRAFFIC 
PROTECTION (ENCRYPTION, 

INTEGRITY, IDENTITY)

REGIONS AVAILABILITY ZONES EDGE LOCATIONS

COMPUTE STORAGE NETWORKINGDATABASE

CUSTOMER

RESPONSIBILITY 
FOR SECURITY ‘IN’ 

THE CLOUD

AWS

RESPONSIBILITY 
FOR SECURITY ‘OF’ 

THE CLOUD

CROWDSTRIKE 
FALCON PROTECTS 
YOUR WORKLOADS 
RUNNING ON AWS

AWS PROTECTS 
YOUR CLOUD 
INFRASTRUCTURE



CrowdStrike in AWS Marketplace

CrowdStrike Endpoint Security for AWS

CrowdStrike Free Trial

CrowdStrike Falcon Endpoint Protection

CrowdStrike Falcon Discover

CrowdStrike Falcon Complete

Falcon for AWS

AWS Security Services

Get started with CrowdStrike and AWS today

CrowdStrike & AWS compute 
services
• Containers workloads

• Amazon EC2 instances – including 
Graviton

• Amazon WorkSpaces

• Amazon Elastic Kubernetes Service

• Amazon Elastic Container Service

• AWS Fargate

• AWS Outposts

CrowdStrike & AWS Cloud services
integrations
• CloudEndure Disaster Recovery

• AWS Control Tower

• Amazon GuardDuty

• AWS Network Firewall

• AWS PrivateLink

• AWS Security Hub

• AWS Systems Manager

CrowdStrike security products
• Falcon Endpoint Protection

• Falcon Cloud Workload Protection

• Falcon Complete – Security-as-a-Service  

• Falcon Discover – IT Hygiene

Where CrowdStrike and AWS work together

Falcon Platform: Defining the Security Cloud

Cloud Mobile
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• End-to End visibility with one agent and one 
dashboard

• Scalable, cloud-delivered platform across 
hybrid infrastructure

• Easy deployment and value from day one

• API based integration with AWS services 
and DevOps tools



Learn more www.crowdstrike.com
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ABOUT CROWDSTRIKE
CrowdStrike Holdings, Inc. (Nasdaq: CRWD), a global cybersecurity leader, has redefined 

modern security with one of the world’s most advanced cloud-native platforms for protecting 

critical areas of enterprise risk – endpoints and cloud workloads, identity and data. 

Powered by the CrowdStrike Security Cloud, the CrowdStrike Falcon® platform leverages 

real-time indicators of attack, threat intelligence, evolving adversary tradecraft and enriched 

telemetry from across the enterprise to deliver hyper-accurate detections, automated 

protection and remediation, elite threat hunting and prioritized observability of vulnerabilities. 

Purpose-built in the cloud with a single lightweight-agent architecture, the Falcon platform 

enables customers to benefit from rapid and scalable deployment, superior protection and 

performance, reduced complexity and immediate time-to-value.

CrowdStrike: We stop breaches. 

Learn more: https://www.crowdstrike.com/

Follow us: Blog | Twitter | LinkedIn | Facebook | Instagram

Start a free trial today: https://www.crowdstrike.com/free-trial-guide/
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